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| **Github账号：** https://github.com/yikesoftware |
| **个人博客关于密码学大作业的链接：** https://github.com/yikesoftware/cryptography\_assignment/README.md |
| **题目：RSA大礼包** |
| **摘要：**  对题目给出的21 个片段的加密数据进行了细致的观察与分析，采用Fermat 分解法和p-1分解法成功分解了Frame2、Frame6、Frame10 和Frame19 的模数并由此得到了正确的明文消息；使用公共模数攻击法和低加密指数攻击法找到了存在某些安全缺陷的消息片段，成功破译了Frame0、Frame3、Frame4、Frame8、Frame12、  Frame16 和Frame20 的明文消息；借鉴因数碰撞的思想，用欧几里德算法遍历所有模数，求出 Frame1 和 Frame18 的模数的公因数，进而成功分解了 Frame1 和  Frame18 的模数得到正确的加解密参数，破译了明文消息。 |
| **题目描述**  有人制作了一个 RSA 加解密软件。题目给出了该软件发送某个明文的所有参数和加密过程的全部数据（附件 3-1）。  Alice使用该软件发送了一个通关密语，且所有加密数据已经被截获，尝试分析从加密数据恢复该通关密语及 RSA 体制参数——如能则给出原文和参数；如不能则给出已恢复部分并说明剩余部分不能恢复的理由。 |
| **过程**   1. **攻击思路**   考虑了一些 RSA 加密系统可能存在的一些隐藏缺陷：如模数生成时选择了不安全的素数，明文片段之间可能存在的联系等等。对此，可以用一些针对特定系统缺陷的攻击方法，尝试对模数进行分解，对明文消息进行破译。   1. 费马分解法   观察题目，可以发现一句提示“如果参数选取不当，同样存在被破译的可能”，由此猜测，在 21 组模数中，必然有存在安全缺陷的参数，故可以尝试整数分解法进行攻击。  费马分解法在两个素数p 、q 十分相近的情况下，可以有效地对模数N 进行分解。所以，可以考虑采用费马分解法对所有的模数进行攻击，若存在满足条件的模数，就可以成功破译。   1. Pollard p-1 分解法   思路同上，若某个模数N 的素因数为p ，1p - 存在小因数，则可以用Pollard p-1分解法破解该模数N 。根据算法原理，通过编程实现，对每个模数进行攻击尝试，若存在满足攻击条件的数，就能够有效破解。   1. 低加密指数攻击   查阅相关文献后了解到：相同的明文消息m 采用同一公钥e 和不同模数N加密后得到根据不同的密文c ，应用中国剩余定理求解同余式组，可以有效地恢复明文消息。其中，对于不同的模数N ，要求它们的最大公因数为1，且模数N的个数与公钥e 的值相同。  通过对所截获加密帧数据的观察发现：在 21 个片段中，有些片段中的加密密钥是相同的，具体如下：Frame7、Frame11 和Frame15 这3 个分片均使用“3”作为加密密钥；Frame3、Frame8、Frame12、Frame16 和 Frame20 这 5个分片均使用“5”作为加密密钥，通过验证，这两组消息分片中的模数各自互素。如果这两组数据是由相同的明文片段加密得到的，那么它们就完全符合低加密指数攻击条件。所以，假设这两组数据均符合条件，尝试低加密指数攻击法进行破译。  下面，分别对两组消息片段进行破译并验证。   1. 对Frame7、Frame11 和Frame15 的攻击 2. 初次尝试   假设 Frame7、Frame11 和 Frame15 三个片段存在相同的明文，基于该攻击方法的原理，可以对其进行有效攻击，得到有意义的明文消息。  然而在攻击过程中，通过Python语言进行编程实现，最终得到的结果并不符合题目中对明文消息格式的要求，且毫无语义。因此，本次攻击没有成功。说明这三组消息的明文可能并不完全相同，才导致攻击失败。   1. 算法改进   仔细研究该攻击方法的原理发现：其所需的消息个数并非一定要等于公钥值的大小，即不要求模数N 的个数与公钥e 的值相同；起决定作用的是m^e与N\_1,…,N\_k 的大小关系（N\_1,…,N\_k为加密时所用消息的模数）。当m^e小于N\_1,…,N\_k时，可以对其进行有效攻击。  观察题目中明文格式和模数格式的要求：明文长度固定为512bit，模数长度固定为 1024bit，针对e=3的攻击情形，|m^3|=1536 远小于任意两个模数的乘积，因此针对 Frame7、Frame11 和 Frame15 的攻击，只要其中任意两个消息存在相同明文，即可进行有效攻击。  通过改进后的攻击算法，依然未能获得正确的明文消息，因此可得出结论：这三个消息的明文片段均不相同。 (2)对Frame3、Frame8、Frame12、Frame16 和Frame20 的攻击。   1. 对Frame3、Frame8、Frame12、Frame16 和Frame20 的攻击   借鉴上述改进后的算法思想，先对m^e与N\_1,…,N\_k的大小关系做出判断。通过计算可得知：当e=5时，只需存在3个消息拥有相同的加密明文即可实施有效攻击。  通过编程实现，对任意3个消息片段进行计算均可得到有效的明文消息，且得到的这些明文均相同。由此，破解得到 Frame3、Frame8、Frame12、Frame16  和Frame20 这5个消息的明文片段，并证明这5 个消息由同一明文片段加密所得。   1. 公共模数攻击   当系统中不同的消息共用一个模数N ，只有e和d不同，系统将是危险的，此时，攻击者可能无需分解N就能够恢复明文。  通过观察加密帧数据已经知道 Frame0 与 Frame4 中的模数N 是相同的，若这两个消息存在相同的明文，则可以使用共模攻击的方法进行有效攻击。  根据共模攻击的原理，通过编程实现对 Frame0 和 Frame4 进行攻击测试，最终得到了符合明文格式要求，且具有语言意义的明文消息。   1. **因数碰撞法求两个模数的最大公因数**   通过查阅资料发现了一个巧妙的想法——从求任意两个模数的最大公因数入手，实现对大整数的因数分解。若某两个数的最大公因数为1，则说明这两个数互素；若最大公因数大于 1，则说明该最大公因数同为这两个模数的一个因数，可以分别进行除法运算，进一步求出两个模数的另一个因数，即间接实现了大数分解。与费马分解法和p-1分解法相比，这种方法在运算效率方面有显著优势，计算可行性更强。  在实现过程中，采用欧几里得算法，对21 个模数N 两两求最大公因数，需要计算210次，其中，Frame0 与Frame4 中的模数N 是相同的，不予考虑，计算余下的209 组模数N ，可得到结果：Frame1 与Frame18 中的两个模数N 存在不为1 的最大公因数，进而成功地对Frame1 的模数与Frame18 的模数进行分解，得到重要参数p 和q ，并依此计算出phi(N) ，再由公钥e 计算得到私钥d 。最终，使用私钥d ，根据解密算法得到明文消息，即可最终实现对密文的完全破解。对得到的明文消息进行加密验证，与所截获密文消息完全相同。  至此，完成了对Frame1 与Frame18 的完全破解，得到了有意义的明文消息与RSA 体制参数p 和q 。   1. **猜测明文攻击**   目前已经将现有条件下所能实现的全部常见攻击方法进行了试验，共得到了13 个分片的明文，不考虑重复发送的消息，有8 个片段的明文数据。根据已有的关键信息，通过查阅相关文献资料和互联网搜索，采用语义分析与加密验证相结合的方法，最终恢复了全部明文信息。   1. **寻找随机数生成规律**   仔细阅读题目发现，题目中提到“素数 p 由某一随机数发生器生成”和“素数q 可以随机选择，也可以由2)中的随机数发生器产生”这两条重要信息。这意味着，在现已分解得到的Frame1、Frame2、Frame6、Frame10、Frame18  和Frame19 这六个分片中的12 个素数中，至少有6 个素数是由同一个随机数发生器生成的。于是考虑，能否通过已有的素数，找出随机数的生成规律，进而破解所有的素数参数呢？下面将研究的重心转移到如何还原随机数发生器的问题上。  随机数发生器生成的随机数是伪随机的，也就是说，根据特定的数学函数、利用计算机强大的计算功能生成的数，其实是有内在规律可循的，并不是真正意义上的随机。伪随机与真随机的区别在于，对于给定的初值，一个伪随机生成器产生的随机数是能够完全确定的，而真随机数是完全无法预测的。从信息论的角度来说，在信息的传递过程中，信息量只能保持不变或减少。所以当有限的比特信息（在随机数发生器中称输入的初值为“种子”）生成更多、更长的伪随机序列时，其信息量并没有增加。因此，随机数发生器生成的伪随机序列一定会在某些方面呈现出相关特征。利用这些特征可以进行利用已知的六组素数对随机数的生成规律进行探究，并还原随机数发生器。  分别检测这12 个素数序列的0-1 分布特征、游程分布特征、移位相加特征、采样特征，在获得的数字特征中观察分析其共性特点，去除非生成器产生的素数的干扰，然后再与已知的随机数发生器的特征特点进行比较，猜想得到可能使用的随机数发生器结构。  对于可能使用的移存器结构和同余式结构，通过不断的尝试，对猜想的随机数发生器结构进行实验验证。最终根据实验结果和数据特征，联想经典的 RC4  与 BBS 生成器的级联结构，确定了真实的随机数发生器的结构。利用获得的随机数发生器遍历初值，将产生的序列与模数N 计算最大公因数，确定是否为模数N 的因数，得到RSA 重要加密参数，破解加密数据帧内容。 |
| **总结**   1. **参数的选取** 2. 关于素数p、q 的选取   首先我们采用了两种常见的整数分解法——费马分解法和 Pollard p-1分解法，成功地分解出了四组模数。这两种整数分解法都是确定性的算法，通过寻找特定的条件，使得素因数在某区间分布的概率大大提高，这样一来，算法的实现过程就变得简单可行。只要选取的素数符合某些规律，其生成的模数就存在用该类方法破解的安全威胁。  然后，我们利用已知的六组素数参数，分析它们之间的关系，找到了随机数产生的规律，最终还原了随机数发生器，进而求出了所有的素数参数。这也向我们证明：如果采用数学方法生成伪随机数，就存在随机数发生器被还原的风险。所以，我们在选择随机数时，应尽量减弱随机数之间的相关关系，可以采用增大随机函数的复杂性的方法，例如增加代数次数、线性复杂度等。   1. 关于模数N 的选取   根据公共模数攻击的原理，我们成功破译 Frame0 和 Frame4 的过程，耗时仅 0.03 秒，由此可知，将同一个明文信息发送给不同的人时，尽量不要选取相同的模数N。否则，当窃听者截获加密后的不同明文后，仅根据已知的公钥，就能够恢复明文消息。  此外，不同的用户应该选用不同的模数N，，用户之间不能共享。这是因为，当某中心选择公用的模数 N，然后把(e, d)分发给众多用户，任何一对(e, d)都能分解模数N，从而，本质上来讲，任何用户都可以求出共享该模数的每个用户的解密密钥d。   1. 关于加密指数e 的选取   为了提高运算效率，RSA 算法设计者常常选取较小的加密指数e 。然而，利用很小的e ，不同的模数，去加密同样一段明文信息时，系统将是非常危险的。若密文不慎被攻击者截获，仅根据加密指数e ，就可以有效地恢复明文信息。  所以，在选择加密指数e 时，应尽量选择 16bit 以上的数，即不影响计算效率，又保证了算法的安全性；另外，当明文信息很短时，可以使用独立随机值填充的方法，降低明文信息的相关性，使得攻击者无法用低加密指数攻击法破译算法系统。   1. **对明文的要求**   在本题的破译过程中，我们用到了猜测明文攻击的方法，根据已知的8 个明文片段，通过互联网搜索，结合语义、语境的判断，最终恢复了全部明文信息。这也证实了，当明文空间较小时，猜测明文攻击是一种有效的攻击方法。  要想避免以这种方式破译出明文，我们在与特定对象进行通信交流时，可以提前商定某种语法规则，使得语言表达的意思不是其本身的意思，这样，即使消息被中途截获并破译，攻击者也无法理解明文所表达的意义；或尽可能地增大明文空间，并提前商定哪些字符不具有语义，也能有效防止攻击者对明文消息的恢复；还可以将明文分片加密后打乱顺序随机发送，采用只有合法接收者才能还原的发送顺序，即使消息全部被破译也难以恢复成完整的具有明确语义的语句，降低猜测明文攻击的可行性。 |
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